Government of the People’s Republic of Bangladesh

Directorate of Primary Education

Section-2, Mirpur, Dhaka-1216

www.dpe.gov.bd
REQUEST FOR QUOTATION  

For

Supply of 200 User Internet Security Antivirus
RFQ No: 38.01.0000.005.07.470.2016-168   
         
                            Date: 07 August 2016.

The request for Quotation (RFQ) for Supply of Supply of 200 User Internet Security Antivirus
 as shown on the specifications of the Goods required is issued to:

	Name of the Quotationer



	Address of the Quotationer





F. M. Enamul Hoque
Director (Finance)

Government of the People’s Republic of Bangladesh

Directorate of Primary Education

Section-2, Mirpur, Dhaka-1216

www.dpe.gov.bd
REQUEST FOR QUOTATION  

For

Supply of 200 User Internet Security Antivirus
RFQ No: 38.01.0000.005.07.470.2016-168   
         
                            Date: 07 August 2016.

Package No-GD 620.01
To

1. The Directorate of Primary Education has been allocated public funds and intends to apply a portion of the funds to eligible payments under the Contract for which this Quotation Document is issued. 

2. Detailed Specifications and Design & Drawings for the intended Goods and related services shall be available in the office of the Procuring Entity for inspection by the potential Quotationers during office hours on all working days.

3. Quotation shall be prepared and submitted using the ’Quotation Document’.

4. Quotation shall be completed properly, duly signed-dated each page by the authorized signatory and submitted by the date to the office as specified in Para 6 below. 

5. No Securities such as Quotation Security (i.e. the traditionally termed Earnest Money, Tender Security) and Performance Security shall be required for submission of the Quotation and delivery of the Goods (if awarded) respectively.
6. Quotation in a sealed envelope shall be submitted to the office of the undersigned on or before 12 pm, on 11.8.2016. The envelope containing the Quotation must be clearly marked “Quotation for  Supply of 200 User Internet Security Antivirus” and DO NOT OPEN before TEC meeting. Quotations received later than the time specified herein shall not be accepted.

7. The Procuring Entity may extend the deadline for submission of Quotations on justifiably acceptable grounds duly recorded subject to threshold of 10 (ten) days pursuant to Rule 71 (4) of the Public Procurement Rules, 2008.

8. All Quotations must be valid for a period of at least 30 (thirty) days from the closing date of the Quotation.

9. No public opening of Quotations received by the closing date shall be held. 

10. Quotationer’s rates or prices shall be inclusive of profit and overhead and all kinds of taxes, duties, fees, levies, and other charges to be paid under the Applicable Law, if the Contract is awarded. 

11. Rates shall be quoted and subsequent payments under this Contract shall be made in Bangladeshi Taka. The price offered by the Quotation, if accepted shall remain fixed for the duration of the Contract.

12. Quotation shall have legal capacity to enter into Contract. Quotation, in support of its qualification shall be required to submit certified photocopies of latest documents related to valid Trade License, Tax Identification Number (TIN), VAT Registration Number and Financial Solvency Certificate from any scheduled Bank; without which the Quotation may be considered non-responsive. 

13. Quotations shall be evaluated based on information and documents submitted with the Quotations, by the Evaluation Committee and at least three (3) responsive Quotations will be required to determine the lowest evaluated responsive Quotations for award of the Contract. 

14. In case of anomalies between unit rates or prices and the total amount quoted, the unit rates or prices shall prevail. In case of discrepancy between words and figures the former will govern. Quotationer shall remain bound to accept the arithmetic corrections made by the Evaluation Committee.

15. Goods supply shall be completed within 07 (seven) days from the date of work order.
16. The Procuring Entity reserves the right to reject all the Quotations or annul the procurement proceedings.

F. M. Enamul Hoque
Director (Finance)

Quotation Submission Letter
[Use Letter-head Pad]

RFQ No: 38.01.0000.005.07.470.2016-168   
         
                            Date: 07 August 2016.

Package No-GD 620.01
To:

Director (Finance)

Directorate of Primary Education

Section 2, Mirpur, Dhaka 1216

I/We, the undersigned, offer to supply in conformity with the Terms and Conditions for delivery of the Goods and related services named Supply of 200 User Internet Security Antivirus
The total Price of my/our Quotation is BDT [insert amount both in figure and words]

My/Our Quotation shall remain valid for the period stated in the RFQ Document and it shall remain binding upon us and, may be accepted at any time prior to  the expiration of its validity period.

I/We declare that I/we have the legal capacity to enter into a contract with you, and have not been declared ineligible by the Government of Bangladesh on charges of engaging in corrupt, fraudulent, collusive or coercive practices. Furthermore, I/we am/are aware of Para 21(b) of the Terms and Conditions and pledge not to indulge in such practices in competing for or completion of delivery of Goods.

I/We am/are not submitting more than one Quotation in this RFQ process in my/our own name or other name or in different names. I/We understand that the Purchase Order issued by you shall constitute the Contract and will be binding upon me/us.

I/We have examined and have no reservations to the RFQ Document issued by you on [insert date] 

I/We understand that you reserve the right to reject all the Quotations or annul the procurement proceedings without incurring any liability to me/us.

	

	Signature of Quotationer with Seal

	Date:



Price Schedule for Goods and Related Services

RFQ No: 38.01.0000.005.07.470.2016-168   
         
                            Date: 07 August 2016.

Package No-GD 620.01
	Sl.

No.
	Package

No.
	Description of Items


	Unit

of

Measurement
	Quantity
	Unit

Rate or Price


	Total Amount


	Destination for Delivery of Goods

	
	
	
	
	
	In figure
	In words
	In figure


	

	1
	2
	3
	4
	5
	6
	7
	8
	9

	1
	GD 620.01
	Supply of 200 User Internet Security Antivirus


	01
	01
	
	
	
	Central Store, Directorate of Primary Education, Section-2, Mirpur,  Dhaka-1216

	Total Amount for Supply of Goods and related services (inclusive of VAT and all applicable taxes; see Note 2 below)
	
	

	Goods to be supplied to                     
	Directorate of Primary Education, Section 2, Mirpur, Dhaka-1216.

	Total Amount (in words)
	

	Delivery Offered
	07 (seven) days from date of work order

	Warranty Provided
	None


	Signature of Quotationer with Seal
	                    Date: 

	Name of Quotationer
	


Note:

1. Col. 1, 2, 3, 4, 5 and 9 to be filled in by the Procuring Entity and Col. 6, 7 & 8 by the Quotationer.

2. Rates or Prices shall include profit and overhead and, all kinds of taxes, duties, fees, levies, and other charges earlier paid or to be paid under the Applicable Law, if the Contract is awarded; including transportation, insurance etc. whatsoever up to the point of delivery of Goods and related services in all respects to the satisfaction of the Procuring Entity.                                                                               
Technical Specifications of 200 user Internet Security
The following technical specification and features must be present at proposed Centralized Antivirus Software:

	Items
	Required Specification

	Users
	200 users

	License 
	3 Years

	Security for file systems 
	All files should scanned (for malicious content) when created, launched or modified. Any individual files, directories and disks (local and network) can also be scanned.

	Safety online
	Applications of the anti viruses scan HTTP traffic in real time using a variety of methods that include heuristic analysis of web pages. Blocking access to infected websites whose addresses are blacklisted ensures Internet users can work in a secure environment. 

	Protection from hacker attacks
	An improved firewall should be used from unwanted any type of network. 

	Secure electronic communication
	Mail traffic is scanned at the level of the data transfer protocol (POP3, IMAP, MAPI and NNTP for incoming traffic and SMTP for outgoing traffic, including SSL connections). The application also scans files and links sent via instant messaging systems (ICQ, MSN, AIM, Skypee, etc).

	Protection from phishing
	A database containing URLs of phishing sites is used to identify and disable links to such websites in the Internet browser, at the same time rebuffing emails from phishers in the mail program. This list should be updated.

	Powerful Controls: The Anti Virus should integrated Application Control, Device Control, Firewall and Web Content Filtering to the end point.

	Application Startup Control
	The Anti virus can prevent certain (or groups of) applications from launching by using administrative and cloud-assisted White listing or Blacklisting.  Customize either a “default deny” or “default allow” scenario to prevent unwanted applications from running.

	Application Privilege Control
	Restrictions can be applied to application behaviors in the operating system, and their access to computer resources.  Using administrator or cloud-assigned categories, applications can be grouped according to their trustworthiness and assigned system rights.

	Web Controls and Content Filtering
	Provides administrative filtering of web resources by URL, content and data type.  Flexibly set controls to grant permission, prohibit, limit or conduct user audits for certain categories of websites. Flexible scheduling of web usage rules enables web access during certain hours, helping enforce company policies.

	Device Control
	Removable devices (data storage devices, I/O devices) on the corporate network can be regulated with flexible policy scenarios. These devices can be restricted to a granular device ID level, connection bus, or device type. A scheduling function enables certain rules to take effect during specific times. These controls reduce the risk of malicious programs penetrating users’ computers and help prevent confidential data leaks.

	Vulnerability Scanner
	On-demand and on-access vulnerability scanning and centralized reporting allow the grouping of endpoints according to detected vulnerabilities.  The feature helps identify system weak points, missing patches and neglected application and OS updates.

	Resource management
	During periods of increased user activity, the anti virus reduces its demand on system resource. Scanning continues in background mode, which does not impede the user’s work with other applications.

	Effective Protection:

	Always-on antivirus protection and on-demand scanning
	Every file that is launched or modified is scanned, with any suspicious objects treated, deleted or quarantined. You can also launch targeted scans of any suspicious areas.

	Proactive protection from malware
	Advanced anti-malware protection identifies malicious programs even if they are not yet on IT security providers’ antivirus databases.

	Critical area scanning
	A dedicated task can be run to scan the areas of your operating system most exposed to infection, such as auto run files and RAM.

	Flexible scan settings

	Scan settings allow you to set the depth of protection, specify which file types must always be scanned and preset responses to suspicious and infected objects, according to threat type.

	Optimized performance with iSwift and iChecker technologies or any other
	To save time and speed up performance, once all objects have been scanned, the proprietary technologies iSwift and iChecker or any other technology have ensure only new and modified files are scanned in the future.  

	Cluster support
	Designed to work with complex server cluster architecture, The Anti-Virus for Windows Servers Enterprise Edition protects both local disks and the cluster’s shared disks, currently owned by the protected node.

	Selection of trusted processes

	Administrators can choose to exempt secure processes such as data backups or defragmentation of the hard drive.

	Real-time email scanning
	With the mail application, all incoming and outgoing messages, including attachments, are scanned in real time. Any infected objects can then be treated or deleted.

	Flexible Administration:

	Centralized installation and management
	Compatible with the latest version of the anti virus - a centralized administration management tool that enables you to install and configure the application remotely, manage operations and receive updates.

	Control over administrator privileges
	To comply with department-specific or internal security requirements, privilege levels can be assigned to each server’s administrator.

	Flexible setting of scan times
	Decide when your scans start and finish - for maximum server resource availability and minimum disruption to business operations.

	Notification system
	Administrator notifications are supported via the messaging service or email. The administrator can monitor the application’s operation by reviewing Microsoft Windows or the Security Center event logs.
Flexible search tools and filters can also be used to search for information in large-volume logs.

	Network Efficiency:

	New antivirus engine:
	A completely new antivirus engine which increases system scanning speed optimizes system resources and reduces the impact on other programs.

	Infected computer isolation:
	If a workstation on the network does become infected, the Anti-Virus for File Servers application automatically blocks the user from accessing server resources for a specified time. This allows the administrator to identify and treat the source of infection, without affecting other workstations.

	System recovery after infection:
	After a malicious program is detected and deleted, the Anti-Virus for File Servers will also delete any records created by the malicious program.

	Backup copying of objects
	If an attempt to treat infected objects results in an error and requires further analysis by the anti virus, backup copying allows you to restore information and continue working.

	Easy Management:

	Pain-free deployment
	Wizard-driven tools and best-practices templates within the anti virus provide deployment tools to install applications across the entire infrastructure quickly and easily regardless of level of IT expertise. It also includes utilities to remove the majority of existing installed solutions and identifies and disinfects existing compromised machines as part of the installation process.

	Flexible configuration options
	Protection parameters may be assigned to individual or administratively defined groups of endpoints. Manage endpoint licenses, scan tasks, updates and reporting centrally.

	Server Concept
	Parent Server and Child Server Facilities for updating LAN host/pc as per Administrator policy.

	Robust Reporting
	A variety of comprehensive reports must be available to provide information on the status and performance. Reports can be sent via e-mail and saved in HTML, XML and PDF formats.

	Search Options and Web-Base Management System by Central Console
	Search Options must be first preference by IP address and can search any machine/host through IP base. Web base management system will help to manage & maintain to any host/client, taken or viewing any kind of reports etc.

	Server and Client PC 
Update Policy
	Antivirus Parent Server will be updated directly from Internet. In scheduled interval the child server/PC’s attached   with the parent server will be updated automatically.

Antivirus Child Server will be updated from Parent server. The child server will updated to all other’s PC’s attached with it. Update Policy must be Customized and Schedule basis.




Following Operating System Must Be Supported 

	Operating System

	32-bit OS
	· Windows 7 Professional/ Enterprise/Ultimate (SP1)

· Windows Vista SP2

· Windows XP Professional SP3

· Windows Server 2008 Standard/ Enterprise SP2

· Windows Server 2003 R2 Standard/ Enterprise SP2

· Windows Server 2003 Standard SP2

	64-bit OS
	· Windows 7 Professional/ Enterprise/Ultimate (SP1)

· Windows Vista SP2

· Windows XP Professional SP2

· Windows Server 2008 R2 Standard/ Enterprise (SP1)

· Windows Server 2008 Standard/ Enterprise SP2

· Windows Server 2003 R2 Standard SP2

·  Windows Server 2003 Standard SP2


Terms and Condition:
1.     The product must have local distribution.
2.     The Local Distributor of the product must have presence in the local market for at least 3 (three) years
3.   The brand must have Local Corporate Customer Support Center to provide solutions to problems related to the products & ensure positive customer experience
Terms and Conditions

for 

Supply of Goods and Payment
1. Terms and Conditions contained herein shall be binding upon both the Procuring Entity and the Supplier for the purpose of administration and management of this Contract.
2. Implementation and interpretation of these Terms and Conditions shall, in general, be under the purview of the Public Procurement Act, 2006 and the Public Procurement Rules, 2008.

3. The Supplier shall have to complete the delivery in all respects within 07 (seven) days from date of receiving the work order in conformity with the Terms and Conditions.
4. The Supplier shall be entitled to an extension of the Delivery Schedule if the Procuring Entity delays in receiving the Goods and related services or if Force Majeure situation occurs or for any other reasons acceptable to the Procuring Entity on justifiable grounds duly recorded.

5. All delivery under the Contract shall at all times be open to examination, inspection, measurements, testing, commissioning, and supervision of the Procuring Entity or his/her authorized representative. 

6. The Procuring Entity shall check and verify the delivery made by the Supplier in conformity with the Technical Specifications and notify the Supplier of any Defects found. 

7. If the Goods are found to be defective or otherwise not in accordance with the specifications, the Procuring Entity may reject the supplies by giving due notice to the Supplier, with reasons.
8. The Supplier shall be entirely responsible for payment of all taxes, duties, fees, and such other levies under the Applicable Law. 
9. Notwithstanding any other practice, the payment shall be based on the actual delivery of goods on the basis of the quantity of each item of Goods in accordance with the Priced Schedule and Specifications. 100% of the Contract price of the Goods and related services shall be paid after submission and acceptance of the Delivery Challan. 
10. The Supplier’s rates or prices shall be inclusive of profit and overhead and, all kinds of taxes, duties, fees, levies, and other charges to be paid under the Applicable Law.
11.    The Total Contract Price is BDT ---------------------------
12.    The Procuring Entity shall retain or deduct from the Payment at the rate of 5-10% of the contract price as security Deposit and kept it until expiration of the Warranty Period. Supplier may submit a bank guaranty or pay order for the said amount instead of retention money-None
13.   The minimum Warranty Period of the Supplies shall be 03 (three) years from the date of completion of delivery in the form of submission by the Supplier and acceptance by the Procuring Entity, of the Delivery Challan. The Security deposit shall be returned to the Supplier within twenty one (21) days after expiry of the Warranty Period.
14. The Supplier shall remain liable to fulfil the obligations pursuant to Rule 40 (5) of the Public Procurement Rules, 2008. 

15. The Supplier shall keep the Procurement Entity harmless and indemnify from any claim, loss of property or life to himself/herself, his/her workmen or staff, any staff of the Procurement Entity or any third party while delivering the Goods and related services .

16. Any claim arising out of delivery of Goods and related services shall be settled by the Supplier at his/her own cost and responsibility.

17. Damage to the Goods shall be remedied by the Supplier at the Supplier’s own cost, if the damage arises from the supply and installation by the Supplier.

18. No modification to Scope of Supply and no Variations to the quantities ordered shall be permissible under any circumstances.

19. The Procuring Entity contracting shall amend the Contract incorporating required approved changes subsequently introduced to the original Terms and Conditions in line with Rules, where necessary.

20. The Procuring Entity may, by written Notice sent to the Supplier, terminate the Contract in whole or in part  at any time, if the Supplier:

a. fails to deliver Goods and related services as per Delivery Schedule and Specifications.

b. in the judgement of the Procuring Entity, has engaged in any corrupt, fraudulent, collusive or coercive practices in competing for or in delivery of goods and related services.

c. fails to perform any other obligation(s) under the Contract. 

21. The Procuring Entity and the Supplier shall use their best efforts to settle amicably all possible disputes arising out of or in connection with this Contract or its interpretation.

22. The Supplier shall be subject to, and aware of provision on corruption, fraudulence, collusion and coercion in Section 64 of the Public Procurement Act, 2006 and Rule 127 of the Public Procurement Rules, 2008.

	For the Purchaser:


	For the Supplier:



	Date: 
	Date: 


D:\Procurement\PEDP-3\FY 2016-2017\Quotation of  Internet Securtity\Quotation_1.doc 

